Important Information

Latest Software
We recommend that you install the most recent software release to stay up-to-date with the latest functional improvements, stability fixes, security enhancements and protection against new and evolving attacks.

More Information

Latest Version of this Document
Download the latest version of this document http://supportcontent.checkpoint.com/documentation_download?ID=55885.
To learn more, visit the Check Point Support Center http://supportcenter.checkpoint.com.

Feedback
Check Point is engaged in a continuous effort to improve its documentation.
Please help us by sending your comments mailto:cp_techpub_feedback@checkpoint.com?subject=Feedback on Smart-1 405/410 Appliances Getting Started Guide.

Revision History

<table>
<thead>
<tr>
<th>Date</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>15 August 2017</td>
<td>Improved formatting and document layout</td>
</tr>
<tr>
<td>26 June 2017</td>
<td>First release of this document</td>
</tr>
</tbody>
</table>
Safety, Environmental, and Electronic Emissions Notices

**Warning** - Do not block air vents with the exception of the installed approved appliance rails. A minimum 1/2-inch (13mm) clearance is required.

**Important** - We recommend that only experienced personnel install or remove Field Replaceable Units (FRUs) in an appliance. Installing or removing an FRU (NIC, HDD, Memory DIMM, Power Supply, Fan…) incorrectly can permanently damage the appliance.

**Warning** - Before you install or remove an FRU turn off the platform power and unplug the power cord. Certain appliances may support live hot-swap of certain FRUs (HDD, Power Supply) when redundancy is supported. See later sections of this document or the FRU documents.

**Warning** - Class 1M laser radiation when open. Do not view directly with optical instruments.

To prevent damage to any FRUs, it is important to handle it with care. The following measures are generally sufficient to protect your equipment from static electricity discharge:

- When handling the FRU, use a grounded wrist strap designed for static discharge elimination.
- Handle the FRU by its edges only. Do not touch its components, peripheral chips, memory modules, pins or gold edge contacts.
- Restore the FRUs back into the antistatic bag when they are not in use or not installed in the chassis.
- Only operate the appliance within the allowed operating temperature specifications.

**Rack Mount Instructions**

The following or similar rack-mount instructions are included with the installation instructions:

1. **Elevated Operating Ambient** - If installed in a closed or multi-unit rack assembly, the operating ambient temperature of the rack environment may be greater than room ambient. Therefore, consideration should be given to installing the equipment in an environment compatible with the maximum ambient temperature specified by the manufacturer.
2. **Reduced Air Flow** - Installation of the equipment in a rack should be such that the amount of air flow required for safe operation of the equipment is not compromised.
3. **Mechanical Loading** - Mounting of the equipment in the rack should be such that a hazardous condition is not achieved due to uneven mechanical loading.
4. Circuit Overloading - Consideration should be given to the connection of the equipment to the supply circuit and the effect that overloading of the circuits might have on over current protection and supply wiring. Appropriate consideration of equipment nameplate ratings should be used when addressing this concern.

5. Reliable Earth Ground Connection - Reliable earth ground connections of rack-mounted equipment should be maintained. Particular attention should be given to supply connections other than direct connections to the branch circuit (e.g. use of power strips).

For California:

Perchlorate Material - special handling may apply. See http://www.dtsc.ca.gov/hazardouswaste/perchlorate

The foregoing notice is provided in accordance with California Code of Regulations Title 22, Division 4.5, Chapter 33. Best Management Practices for Perchlorate Materials. This product, part, or both may include a lithium manganese dioxide battery which contains a perchlorate substance.

Proposition 65 Chemical

Chemicals identified by the State of California, pursuant to the requirements of the California Safe Drinking Water and Toxic Enforcement Act of 1986, California Health & Safety Code s. 25249.5, et seq. ("Proposition 65"), that is "known to the State to cause cancer or reproductive toxicity" [see http://www.calepa.ca.gov]

WARNING:

Handling the cord on this product will expose you to lead, a chemical known to the State of California to cause cancer, and birth defects or other reproductive harm. Wash hands after handling.

Federal Communications Commission (FCC) Statement:

For a Class A digital device or peripheral

Note: This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference when the equipment is operated in a commercial environment. This equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in accordance with the instruction manual, may cause harmful interference to radio communications. Operation of this equipment in a residential area is likely to cause harmful interference in which case the user will be required to correct the interference at his expense.

Information to user:

The user’s manual or instruction manual for an intentional or unintentional radiator shall caution the user that changes or modifications not expressly approved by the party responsible for compliance could void the user's authority to operate the equipment. In cases where the manual is provided only in a form other than paper, such as on a computer disk or over the Internet, the information required by this section may be included in the manual in that alternative form, provided the user can reasonably be expected to have the capability to access information in that form.

Canadian Department Compliance Statement:

This Class A digital apparatus complies with Canadian ICES-003. Cet appareil numérique de la classe A est conforme à la norme NMB-003 du Canada.
Japan Compliance Statement:

Class A

European Union (EU) Electromagnetic and Safety Compatibility Directives

This product is herewith confirmed to comply with the requirements set out in the Council Directive on the Approximation of the Laws of the Member States relating to Electromagnetic Compatibility Directive 2014/30/EU.

This product is in conformity with Low Voltage Directive 2014/35/EU.

This product complies with the requirements in the Council Directive 2014/35/EU relating to electrical equipment designed for use within certain voltage limits and the Amendment Directive 93/68/EEC.

Product Disposal

This symbol on the product or on its packaging indicates that this product must not be disposed of with your other household waste. Instead, it is your responsibility to dispose of your waste equipment by handing it over to a designated collection point for the recycling of waste electrical and electronic equipment. The separate collection and recycling of your waste equipment at the time of disposal will help to conserve natural resources and ensure that it is recycled in a manner that protects human health and the environment. For more information about where you can drop off your waste equipment for recycling, please contact your local city office or your household waste disposal service.
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Welcome

Thank you for choosing the Check Point Smart-1 405/410 Security Management Appliance, part of the Check Point Infinity consolidated architecture. You are now minutes away from setting up the most advanced security platform designed to prevent the most sophisticated threats today and in the future. We hope that you will be satisfied with this system and our support services. Check Point products are the most up to date and secure solutions available today.

Check Point also delivers worldwide educational, professional and support services through a network of Authorized Training Centers, Certified Support Partners and Check Point technical support personnel. We make sure that you get the most out of your security investment.

For more about the Internet Security Product Suite and other security solutions, see the Check Point Web site [http://www.checkpoint.com], or call Check Point at 1(800) 429-4391. For more technical information about Check Point products, consult the Check Point Support Center [http://supportcenter.checkpoint.com].

Welcome to the Check Point family. We look forward to meeting all of your current and future network, application and management security needs.

Smart-1 405 / Smart-1 410 Overview

Smart-1 security management appliances deliver Check Point’s market leading security management software on a dedicated hardware platform, specifically designed for mid-size and large enterprise security networks.

Based upon Check Point Infinity architecture, Smart-1 scalable security management appliances deliver a consolidated management across network, cloud and endpoint for superior threat visibility and control.

Running Check Point R80.x security management software, Smart-1 405 and Smart-1 410 models provide enhanced operational efficiency and boosted performance compared to their predecessors the Smart-1 205 and Smart-1 210 models.

Key features include:
- Boosted performance delivering response times and log search results in under 1 second
- Faster report generation time (by up to 8x)
- Accelerated policy installation time (by up to 5x)
- Stronger CPU and 4x more RAM memory
- Doubled capacity of log collection and indexing
- Management of up to 5 Security Gateways with Smart-1 405
- Management of up to 10 Security Gateways with Smart-1 410
# Shipping Carton Contents

<table>
<thead>
<tr>
<th>Item</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Appliance</td>
<td>A single Smart-1 appliance</td>
</tr>
<tr>
<td>Rack Mounting Accessories</td>
<td>Hardware mounting kit</td>
</tr>
<tr>
<td>Cables</td>
<td>• 1 power cable</td>
</tr>
<tr>
<td></td>
<td>• 1 standard LAN cable</td>
</tr>
<tr>
<td></td>
<td>• 1 serial console cable</td>
</tr>
<tr>
<td></td>
<td>• Copper RJ-45 loopback plug (for Hardware Diagnostic Tool)</td>
</tr>
<tr>
<td>Documentation</td>
<td>• Quick Start Guide</td>
</tr>
<tr>
<td></td>
<td>• Rack Mounting Guide</td>
</tr>
<tr>
<td></td>
<td>• Image Management Guide</td>
</tr>
<tr>
<td></td>
<td>• User license agreement</td>
</tr>
</tbody>
</table>
CHAPTER 2
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Smart-1 405 and Smart-1 410 come equipped with fixed rails. You can choose to install them with telescoping rails (available as an optional accessory). For instructions, see Rack Mounting for 5000, TE100X, and Smart-1 405/410 Appliances http://downloads.checkpoint.com/dc/download.htm?ID=47403.

Physical Specifications

These are the physical specifications of the Check Point appliance models that can be mounted in the rack.

<table>
<thead>
<tr>
<th>Appliance</th>
<th>Width</th>
<th>Depth</th>
<th>Height</th>
</tr>
</thead>
<tbody>
<tr>
<td>Smart-1 405</td>
<td>17.13 in (43.5 cm)</td>
<td>17.64 in (44.8 cm)</td>
<td>1.73 in (4.4 cm) (1U)</td>
</tr>
<tr>
<td>Smart-1 410</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Appliance Air Vents

Make sure that the appliance air vents have sufficient airflow from front to rear when the appliance is mounted in a rack.

⚠️ Important - If the appliance vents are blocked, the appliance can become too hot and it can be damaged.

The appliance and rack rails have been tested in extreme conditions and do not block airflow to the appliance. These appliances are specifically designed to install with these rails.
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Starting the Appliance

Connect the appliance to a power source and turn on the appliance. When the appliance is ready, you can run the First Time Configuration Wizard to configure it.

To start the appliance:

1. Connect the power cables to the power supply units in the rear panel.
2. From the rear of the appliance, press the Power button.

The appliance turns on.

Available Software Images

The Smart-1 405/Smart-1 410 appliance comes with different software images. Select the software image you want to use. Reverting to a software image takes a few minutes.

To follow the installation progress and see when the appliance is ready, connect to the appliance with a serial console cable.

For more about software images, see the Smart-1 405/Smart-1 410 home page http://supportcontent.checkpoint.com/solutions?id=sk117578.

Initial Configuration

Configure the appliance with the First Time Configuration Wizard. See the Installation and Upgrade Guide related to the software version.


Go to the Installing Security Gateways on Appliances section, and see the instructions to use the First Time Configuration Wizard.
Advanced Configuration

You can configure advanced options on Gaia from the WebUI or the CLI.

Connecting to the Smart-1 Appliances CLI

To connect to the command line interface of the Smart-1 Appliances, use one of these:

- The included serial console cable (DB9 DTE to RJ45), with terminal emulation software, such as PuTTY (from Windows) or Minicom (from Unix/Linux).
  Connection parameters for Smart-1 Appliances are: 9600bps, 8 bits, no parity, 1 stop bit (8N1), Flow Control - None.
- An SSH connection to the management interface (if SSHD is configured).

Configuring SmartEvent and SmartReporter

To learn how to connect the SmartEvent components to a Security Management Server and to a Multi-Domain Management Server:

Smart-1 Appliances Hardware
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Front Panel

<table>
<thead>
<tr>
<th>Item</th>
<th>Component</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Line card</td>
<td>Four 10/100/1000Base-T RJ-45 ports. See Front Panel Port LEDs. Use these ports to connect:</td>
</tr>
<tr>
<td></td>
<td></td>
<td>• The appliance to the network.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>• To the appliance from the network.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>The appliance comes equipped with this line card. Only this card is supported.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>□ Installing other line cards will corrupt the network configuration.</td>
</tr>
<tr>
<td>2</td>
<td>Dummy panel</td>
<td>Reserved for future use. Installing line cards is not supported.</td>
</tr>
<tr>
<td>3</td>
<td>Reset button</td>
<td>Insert a pin to perform a hardware reset on the appliance.</td>
</tr>
<tr>
<td>4</td>
<td>Management configuration port</td>
<td>For an connection to a computer that does the initial configuration of this appliance. The interface name is MGMT.</td>
</tr>
<tr>
<td>5</td>
<td>Console port</td>
<td>An RJ45 port. For a serial connection to the appliance using a terminal emulation program such as PuTTY.</td>
</tr>
<tr>
<td>6</td>
<td>USB ports</td>
<td>Two USB 2.0 ports.</td>
</tr>
<tr>
<td>7</td>
<td>System power</td>
<td>Green when power is on.</td>
</tr>
<tr>
<td>8</td>
<td>Hard disk activity</td>
<td>Blinking red when there is read/write activity.</td>
</tr>
</tbody>
</table>
Front Panel Port LEDs

<table>
<thead>
<tr>
<th>Item</th>
<th>Component</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Management port</td>
<td>For an Ethernet connection to a computer that does the initial configuration of this appliance. The interface name is \textit{Mgmt}.</td>
</tr>
<tr>
<td>2</td>
<td>Ethernet Ports</td>
<td>Network interfaces. The interface names from left to right are \textit{eth1-01, eth1-02 up to eth1-04}. The ports are numbered 1 to 4.</td>
</tr>
</tbody>
</table>
| 3    | Port activity LED| • Off - No activity  
• On [Green] - Link exists  
• Blink [Green] - Activity |
| 4    | Link speed LED   | • Off - 10 Mbit/s data rate is selected  
• On [Green] - 100 Mbit/s data rate is selected  
• On [Amber] - 1000 Mbit/s data rate is selected |

Rear Panel

<table>
<thead>
<tr>
<th>Item</th>
<th>Component</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Main power switch</td>
<td></td>
</tr>
<tr>
<td>2</td>
<td>AC power supply and fan</td>
<td>Connect to an electric outlet.</td>
</tr>
<tr>
<td>3</td>
<td>Fixed cooling fans</td>
<td>They are numbered from left to right: 1, 2, 3.</td>
</tr>
</tbody>
</table>
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Appliance Hardware Diagnostic Tool

Use the Appliance Hardware Diagnostic Tool (Diagnostic Tool) to make sure that the appliance hardware is working properly and complies with the appliance specifications.

Restoring Factory Defaults

If necessary, restore the appliance to its factory default settings or select a new image.

⚠️ Important - If you restore factory defaults or select a new image, all information on the appliance is deleted.

Restoring With the WebUI

Use the Gaia WebUI to restore the appliance to the factory default settings. You can select one of the software images on the appliance.

To restore a Gaia appliance with the WebUI:
1. Open an Internet browser to the management IP address: https://<appliance_ip_address>
2. Log in to the WebUI of the appliance with the administrator username and password.
3. In the WebUI, click Maintenance > Factory Defaults.
   - The Factory Defaults window opens.
4. Select the image version to restore.
5. Click Apply.

Restoring Using the Console Boot Menu

To restore the appliance with the console boot menu:
1. Connect the supplied serial cable’s RJ45 connector to the console port on the front of the appliance.
2. From the computer, open a terminal emulation program such as Microsoft HyperTerminal or PuTTY.
3. Configure the terminal emulation program:
   • In the HyperTerminal Connect To window, select a port from the Connect using list.
   • In PuTTY, select the Serial connection type.
4. Define the serial port settings: 9600 BPS, 8 bits, no parity, 1 stop bit.
5. From the Flow control list, select None.
6. Connect to the appliance.
7. Turn on the appliance.
   The appliance initializes and status messages are shown in the terminal emulation program.
   8. When this message is shown, you have approximately four seconds to hit any key to activate the Boot menu.
9. From the Boot menu, select the relevant Reset to factory defaults image.
10. Press Enter.

Restoring With the CLI

To restore the appliance through the CLI:
1. Log in to the appliance.
2. Run this command from clish:
   ```
   set fcd revert <image_name>
   
   For example: set fcd revert Gaia_R80.10
   
   A reverting to factory defaults message is shown.
   Server123> set fcd revert Gaia_R80.10
   Warning! This command will erase all the current configuration on this appliance and will revert it to the selected image.
   Are you sure you want to continue such action? (Yes/No) [No]
   YES
   Reverting to factory defaults Gaia_R80.10
   Server123>
   
   Broadcast message from admin (Wed May 10 16:59:23 2017):
   The system is going down for reboot NOW!
   INIT: Sending processes the TERM signal
   
   For example: set fcd revert Gaia_R77.30
   
   A reverting to factory defaults message is shown.
   Server123> set fcd revert Gaia_R77.30
   reverting to factory defaults Gaia_R77.30
   Server123>
   
   Broadcast message from admin (Sun Oct 11 12:26:28 2015):
   The system is going down for reboot NOW!
   INIT: Sending processes the TERM signal
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Registration

The appliance requires a product-specific Check Point license. Get a license and register at the
Check Point Appliance Registration site [http://register.checkpoint.com/cpapp].

Connect to the WebUI of the appliance to find the MAC address that is required to obtain a license.
From Advanced mode, select Maintenance > Licenses.

Support

For additional technical information about Check Point products, consult the Check Point Support

Where To From Here?

You have the basics to get started. The next step is to get more advanced knowledge of your Check
Point software.

Check Point documentation is available on the Check Point Support Center

Be sure to also use the online help when you are working with the Check Point SmartConsole
clients.
 Compliance Information

This appendix contains declaration of conformity, compliance, and related regulatory information.

Declaration of Conformity

**Manufacturer’s Name:** Check Point Software Technologies Ltd.

**Manufacturer’s Address:** 5 Ha’Solelim Street,
Tel Aviv 67897, Israel

Declare that under our sole responsibility the products

**Model Number:** TT-10

**Product Options:** All

**Date First Applied:** June 2016

Conforms to the following Product Specifications:

<table>
<thead>
<tr>
<th>EMC/EMI</th>
<th>Product Specifications</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>FCC, 47 CFR, Part 15 Subpart B, Class A.</strong></td>
<td>Information Technology Equipment — Radio Disturbance Characteristics, Unintentional Radiators</td>
</tr>
<tr>
<td>ICES 003</td>
<td></td>
</tr>
<tr>
<td>ANSI 63.4-2014</td>
<td></td>
</tr>
<tr>
<td><strong>VCCI CISPR32</strong></td>
<td>Information Technology Equipment (ITE) — Limits and methods of measurement</td>
</tr>
<tr>
<td><strong>AS/NZS CISPR32, Class A</strong></td>
<td>Information Technology Equipment — Radio Disturbance Characteristics — Limits and methods of measurement</td>
</tr>
<tr>
<td><strong>EN55032, Class A</strong></td>
<td>Information Technology Equipment — Radio Disturbance Characteristics — Limits and methods of measurement</td>
</tr>
<tr>
<td><strong>EN 61000-3-2</strong></td>
<td>Electromagnetic compatibility (EMC) — harmonic current emissions (equipment input current $\leq 16$ A per phase)</td>
</tr>
<tr>
<td><strong>EN61000-3-3</strong></td>
<td>Electromagnetic compatibility (EMC) — voltage changes, voltage fluctuations and flicker in public low-voltage supply systems, for equipment with rated current $\leq 16$ A per phase and not subject to conditional connection</td>
</tr>
<tr>
<td>Standard Code</td>
<td>Description</td>
</tr>
<tr>
<td>---------------</td>
<td>-------------</td>
</tr>
<tr>
<td>EN 55024</td>
<td>Information Technology Equipment — Immunity Characteristics — Limits and methods of measurement</td>
</tr>
<tr>
<td>EN61000-4-2</td>
<td>Electromagnetic compatibility (EMC) — Part 4-2: Testing and measurement techniques — Electrostatic discharge immunity test</td>
</tr>
<tr>
<td>EN61000-4-3</td>
<td>Electromagnetic compatibility (EMC) — Part 4-3: Testing and measurement techniques — Radiated, radio-frequency, electromagnetic field immunity test</td>
</tr>
<tr>
<td>EN61000-4-4</td>
<td>Electromagnetic compatibility (EMC) — Part 4-4: Testing and measurement techniques — Electrical fast transient/burst immunity test</td>
</tr>
<tr>
<td>EN61000-4-5</td>
<td>Electromagnetic compatibility (EMC) — Part 4-5: Testing and measurement techniques — Surge immunity test</td>
</tr>
<tr>
<td>EN61000-4-6</td>
<td>Electromagnetic compatibility (EMC) — Part 4-6: Testing and measurement techniques — Immunity to conducted disturbances, induced by radio-frequency fields</td>
</tr>
<tr>
<td>EN61000-4-11</td>
<td>Electromagnetic compatibility (EMC) — Part 4-11: Testing and measurement techniques — Voltage dips, short interruptions and voltage variations immunity tests</td>
</tr>
<tr>
<td>EN61000-4-12</td>
<td>Information Technology Equipment- Ring wave immunity test</td>
</tr>
<tr>
<td></td>
<td>Safety of Information Technology Equipment</td>
</tr>
<tr>
<td></td>
<td>Safety of Information Technology Equipment</td>
</tr>
<tr>
<td></td>
<td>UL60950-1, 2nd Ed. 2014-10-14</td>
</tr>
<tr>
<td></td>
<td>Safety of Information Technology Equipment - LVD</td>
</tr>
<tr>
<td></td>
<td>CA/CSA C22.2, 60950-1-07 2nd Ed.2014-10</td>
</tr>
<tr>
<td></td>
<td>Safety of Information Technology Equipment - Global</td>
</tr>
</tbody>
</table>

Date and Place of issue: June 2016, Tel Aviv, Israel
European Union (EU) Electromagnetic and Safety Compatibility Directives

This product is herewith confirmed to comply with the requirements set out in the Council Directive on the Approximation of the Laws of the Member States relating to Electromagnetic Compatibility Directive 2014/30/EU.

This product is in conformity with Low Voltage Directive 2014/35/EU.

This product complies with the requirements in the Council Directive 2014/35/EU relating to electrical equipment designed for use within certain voltage limits and the Amendment Directive 93/68/EEC.

Federal Communications Commission (FCC) Notice (US)

This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference when the equipment is operated in a commercial environment. This equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in accordance with the instruction manual, may cause harmful interference to radio communications. Operation of this equipment in a residential area is likely to cause harmful interference in which case the user will be required to correct the interference at his expense.

FCC Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and operated with a minimum distance of 20 centimeters between the radiator and your body. This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:

1. This device may not cause harmful interference,
   and
2. This device must accept any interference received, including interference that may cause undesired operation.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

Canadian Department Compliance Statement

This device complies with Industry Canada ICES-003 rules. Cet appareil est conforme aux normes NMB003 d’Industrie Canada.

Japan Class A Compliance Statement:

この装置は、クラス A 情報技術装置です。この装置を家庭環境で使用すると電波妨害を引き起こすことがあります。この場合には使用者が適切な対策を講ずるよう要求されることがあります。VCCI-A

This is a Class A product based on the standard of the Voluntary Control Council for Interference (VCCI). If this equipment is used in a domestic environment, radio interference may occur, in which case the user may be required to take corrective actions.

Caution

Any changes or modifications not expressly approved by the grantee of this device could void the user’s authority to operate the equipment.